
 

 

ZTA Release Notes 3rd Dec, 2021 
 

This document serves as the release notes for the Instasafe Zero Trust Access (ZTA) platform slated for a 

rollout on 3rd December, 2021. The document contains information about improvements and upgrades 

made to the ZTA Client bearing version 4.6.48 as well as the Web Portal, which include Feature 

Enhancements, Bugs resolved, etc. In case of discrepancies between the information provided in the 

Release Notes and the Product Documentation, the information in the Release Notes is to be assumed to 

be correct. 

General Notes 

1. Minor modifications and Bug Fixes not significantly affecting the User experience are not a part 

of the release notes 

2. Multiple bug fixes or enhancements relating to a particular feature may not be separately 

featured in release notes 

 

Noteworthy Changes in the ZTA Solution 

This Development cycle mainly focused on enhancing the stability of the ZTA platform by fixing known 
bugs and other inconsistencies 
 

Major Enhancements 

Sr. No. Description 

ZTA Client  Support for windows 11 introduced 

 Support for Automatic Connection, post device fingerprint verification 
introduced as Always ON 

Console  Option for admin to exclude traffic from certain IP from being routed through 
ZTA 

 Ability for admin to route all internet for a user traffic through designated ZTA 
gateway 

 Support for OTPs from ISA product in ZTA for Two-Factor Authentication  

 Open LDAP option introduced under directory profiles 

 Support for Static values in attributes present in SAML request introduced 

 Email Report Scheduler introduced 

 Introduction of VPN logs to see which private IP is assigned to which user 

 
 
 
 
 



 

 

Major Bug Fixes 

Sr. No. Description 

1 Agent deletes proxy set on the system every time it closes 

2 Agent/Mini Agent Showing “VPN is connected” even when it is actually isn’t 

3 Certificate expired error in ZTA Agent V4.6.34 on MacOS 10.14  

4 Issue of duplicate IP getting assigned to gateways  

5 Invalid SAML error on Service Provider initiated login  

6 Cannot select multiple Users while adding to User Groups 

7 Unable To Delete Application from Network Gateway  

8 Issues relating to Starting and Verifying session in ZTA agent  

9 Issues relating manual and auto sync of directory profiles  

10 Issues relating to errors occurring while adding large number of users via AD  

11 Issue of AD User being able to modify email address  

12 Error of getting blank page when ownership is transferred to an admin  

13 Pagination issue for members inside the user group  

14 Inconsistencies in User Report CSV download resolved 

15 Issue of New Dataset created not being visible under ACL  

16 Issue of Instasafe 4TReady Client (Android Agent) failing to show the applications  

17 Issue of ACL Count Column in User group displaying incorrect data  

18 Application added in RDP gateway are not accessible 

19 Gateways added in Directory Sync Profile are not visible in View mode 

20 Multiple bugs relating to inconsistencies in UI  

 
 
Feedback 
 
For any feature/enhancement request or feedback on the InstaSafe ZTA Solution, please email us at: 
support@instasafe.com 
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