
Release Note - 24.10.1

Release Version Number: 24.10.1

Release Date (DD-MMM-YYYY): 10-Oct-2024

Product Name: Instasafe Secure Access (ISA)

Any Release Recommendations to End User or Customers: None

Bugs Fixed

1. Duplicate Devices Registered After Android Version Upgrade

When a user logs in to an Android device, all the device details are fetched correctly. But after upgrading

the Android version , duplicate device details aren't being registered, and the user is not receiving the

device binding message again.

2. Duplicate Devices Registered During Windows OS Upgrade

Upgrading the registered device from Windows 10 Pro to Windows 11 Pro does not cause duplicate

registration for the same user device.

3. Corrupt ACLs due to Blank Source must be ignored

Now Admin will be able to commit the controller successfully without getting any exception for

corrupted ACL due to blank source.

4. Group Membership displayed incorrectly in User csv

When a user was part of multiple groups, duplicate records were appearing in the User CSV report. The

duplication seems to occur for every group the user is associated with. Now, there won’t be duplicate

entries for any user group in the CSV report. Each user group will appear only once, with all associated

groups.

5. Device Checks and Device Updates Not Displaying Properly in Admin Console for User

Groups

The user group UI elements for Device Checks and Device Updates are displayed properly in the console.

6. Exception During User Suspension and Irrelevant Toast Message During User Activation

No exception is occuring during user suspension and appropriate toast message is displayed during user

activation.
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7. New Devices being captured with the exact same name as the previous device. This is not

getting assigned to the User as expected, leading to Device Binding failure. Seems to

happen when earlier devices are Deleted by Admins

The new device is now getting correctly assigned to the user and doesn’t lead to device binding failure.

The new device, though has the same device name as the previous one, is fetched with different OS

names and UUIDs.

8. Redirect Issue After Gateway Disconnect: Admin/Subadmin Redirected to Live User Page

After successfully disconnecting the gateway, the subadmin remains on the current page and the event

log is also captured.

Contact Details

Technical Support For any support related issues kindly mail us at support@instasafe.com

pg. 2

mailto:support@instasafe.com

